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1 Scenario

1.1 SRE as originating proxy and authentication service
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1.2 SRE as originating proxy interfacing auth-service via HTTP
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1.3 SRE as standalone authentication service
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1.4 SRE as terminating proxy and verification service
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1.5 SRE as terminating proxy interfacing verification via HTTP

SRE External verification service
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1.6 SRE as standalone verification service

SRE HTTP endpoint Certificate repository
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